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Abstract of the contribution: This document proposes a definition of non-exposed location node. This document is proposed as input to the TR Section 3.
1. Introduction
In this document we propose  a definition of non-exposed location node into section 3 of TR. 
********************** 1st CHANGE ***************************
3
Definitions, symbols and abbreviations

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Security Assurance Specification: For convenience and neutrality of method, the document describing the security assurance requirements produced by the method in this study item will be referred to as a Security Assurance Specification (SAS).

Certification - The comprehensive technical evaluation of the 3GPP network products and their compliance with the SAS as an input to accreditation. 
Non-exposed location node: A node intended as both physically and logically protected by the operator, with physical and logical access rights well controlled. The exact level of the security, and of the controls, remains undefined.
Editor’s Note: Providing a clear definition of “3GPP security assurance methodology” is FFS.
**********************END OF 1st CHANGE***************************

