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1
Study on how to fulfil the SMURF requirements
While there are still things left to do, the iFIRE study has made substantial progress and there is now a need to decide on how to progress. As agreed in clause 4.2 of 33.830, the iFIRE and SMURF work items should be studied together to avoid overlapping solutions, as this would increase both the complexity and the work effort.
The SA1 requirements for SMURF are now to be considered stable and a study on how to fulfil the SMURF requirements should be started. The appropriate groups for such work would be SA3 or SA2. While security protocols and authentication play an important part, so do architecture, mobility management, session management, and IP allocation. The deciding factor is likely the work load in respective group.
Independently of which group that takes responsibility for the study, it will most likely require cooperation between SA3 and SA2 and a specification of a SMURF solution would most likely be included in 23.402 and 33.402.
SA3 should discuss and agree on a preferred way forward for the study of SMURF (and therefore iFIRE). SA3 should then inform and discuss with SA2 so that a common plan and understanding can be established.

As SA3 has been already been studying iFIRE, we propose to update the SA3 iFIRE study item to include SMURF.

2
Reuse of ePDG for UEs with UICC

One of the proposals for iFIRE is to use a tunnelling solution.  As discussed in previous meeting, a benefit of this would be for re-use with SMURF and when a UICC is provided.  What has not been discussed is in case of a tunnelling solution, how it would be able to fit in into existing 3GPP architecture.  
It can be noted that already today, a tunnelling solution is provided for non-3GPP using the so called ePDG (see e.g., clause 4.34 of 23.402).  The ePDG provides access for both IMS and non-IMS services. We can note that in particular for SMURF, but also for pure IMS (iFIRE) use cases, any tunnelling solution for UICC based terminals would need to support much of the same features as the ePDG do today (listed in clause 4.34 of 23.402). One important feature is for example the support of UE connectivity to multiple access point names. As IMS very often has a separate APN, a solution without this feature would force the UE to choose between IMS and other services provided by EPC.

So far there is nothing in the study indicating that the iFIRE and SMURF solutions for UEs with UICC could not be built on a common base or that a separate iFIRE solution for UEs with UICC would allow for a much simpler realization. 

Instead of specifying new architectural function and interfaces to little or no benefit, we should propose to reuse as much as possible of the existing functions and interfaces that already exists in the ePDG. The ePDG would then be extended with a new TCP based access which may or may not use a different security protocol.

It is noted that it may be beneficial to also raise such need to SA2.

3
Proposal

ACTION: We propose to update the SA3 iFIRE study item to include SMURF. SA3 should then inform and discuss with SA2 so that a common plan and understanding can be established.

We propose that the conclusion below is added to the TR.

4
PCR

*** BEGIN CHANGES ***

11
Conclusions and recommendations

For UEs with a UICC, the iFIRE solution shall reuse the current functionality in the ePDG. For this, the ePDG is to be extended with a new TCP based interface to the UE that are adopted to handle FW traversal, and which reuses as much as possible of the mechanisms and interfaces but may or may not use a different security protocol.

*** END OF CHANGES ***
