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Abstract of the contribution: 
This document introduces PWS security features to PWS TS skeleton.
1 Introduction
In last SA3#68 meeting, SA3 has agreed the PWS TS skeleton (S3-120803). In PWS TR stage, it has already accomplished the discussion of PWS security feature. To meet the PWS TS workplan, general description of PWS security features in TR 33.869 are included in PWS TS skeleton. 

2 Proposal
We kindly proposed SA3 to accept the PCR.

3 Pseudo-CR
***********************************Begin of Change****************************************
6
Security features
6. X
General
UE that has the capability to receive PWS message shall support PWS as specified in TS 23.401[x] and TS 23.041[y]. CBE sends Warning Notifications to UE via core network points and the access network points. When receiving PWS Warning Notifications, UE verifies the signature with the corresponding key and the algorithm. UE shall be notified which public key and algorithm shall be used for signature verification. Otherwise, it will cause verification failure. Moreover, it needs to consider how to distribute public key and the algorithm profile.

Figure 6.X: PWS security features

**********************************End of Change************************************************
Algorithm Agility of PWS





Radio network system





UE





Network Entity





Profile the signature algorithm





Protection of the PWS 


Warning Notification message





Disaster or emergency Detection





Verification of PWS 


Warning Notification message








