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2.  The SECAM ecosystem
…
2.1
Industry standards fora

…
· 3GPP. The 3rd Generation Parternership Project is the principal global standards body for mobile infrastructure and services.  Among the four Technical Specification Groups (TSG) Service & Systems Aspects (SA) and Core Network & Terminals (CT) focus on security assurance.  Within SA, Working Group (WG) SA3 has embarked on new work to develop a scheme to provide assurance that network elements are built securely and that security levels can be evaluated.  A Study Item on Security Assurance Methodology for 3GPP Network Elements (SECAM) is currently underway.
· GSMA.  The GSM Association represents the interests of mobile operators worldwide. Spanning more than 220 countries, the GSMA unites nearly 800 of the world’s mobile operators, as well as more than 200 companies in the broader mobile ecosystem.  GSMA works closely with 3GPP.  The GSMA’s Security Accreditation Scheme (SAS) enables all GSM operators, regardless of their resources or experience, to assess smart card suppliers’ security.  The GSMA Security Working Group (SG) is charged with maintaining the overall security of the GSM mobile radio system for the operators. It publishes a network risks document and advises on security related matters and maintains a formal reporting method (SWAP) on significant security threats.
2.3
Methodologies
…
The GSMA both through its Security Accreditation Scheme as well as its Security Weakness Apparatus/Products Knowledge Base (SWAP) maintains means for accreditation and vulnerability/threat information exchange. 

