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1. Introduction

This contribution proposes a list of sample nodes for the study.
2.  Proposal

----------------------------------------------------------------Begin of Change--------------------------------------------------------
4.1.2
Sample 3GPP Network Element for the methodology study


One of the goals of this study is to choose a methodology for specifying network element security assurance and hardening requirements, with associated test cases when feasible, on 3GPP network elements. In order to choose this methodology, it is not needed to validate the methodology on all 3GPP nodes as it would make the study unecessarly long. 

Section 4.1.1 describes the aspects to be considered in order to choose relevant sample nodes for the methodology evaluation:

· Distribution of 3GPP functions over nodes

· 3GPP function specific requirements vs platform/node requirements
· Location of function and nodes

Choosing one node in an exposed location and one core network node will adress the last aspect. Choosing a node implementing two 3GPP functions will address the first two aspects.

Core network node:

The core network node to be used as an example for the study will be a combined SGSN/MME.

Exposed location node:

The exposed node to be used as an example for the study will be an eNodeB.
----------------------------------------------------------------End of Change-----------------------------------------------------------

