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1. Overall Description:

SA3 thank SA2 for their LS (S3-121023 = S2-124190) on Device Triggering Identification. In that LS, SA2 asks SA3 the following question:
SA2 kindly ask CT3, CT4 and SA3 groups to answer whether using another identifier than SMS Application port or using a range of application ports to enable identification of an SMS being a trigger causes any problem.
SA3 discussed this question and agreed the following response:
For the filtering of device triggers to work from a security perspective, it is enough to have some collection of information elements (that are available in the network and UE) whose state determines whether the SMS contains a device trigger or not. It is not important for the security of the filtering whether these information elements are contained in the payload of the SMS or are in the SMS header. SA3 recognise that there may be non-security reasons for choosing particular parameters, e.g. ease of filtering.
2. Actions:

To SA2 group.

ACTION: 
SA3 asks SA2 to take the above answer into consideration in their further work. 
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