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1. Introduction

Some kinds of information can be collected to help to detect spoofed calls. Some information may be easily to get, othere information may be not easy to get and network changes may be needed. Informations maybe helpful are listed here.
 2. Information requirements for spoofed call detection
To decide the reality of a caller’s identification, the following information may be helpful:
(1) Status of caller
Status of terminal equipments can be used to decide terminal’s calling action.When a call is  received and it is found that the real terminal equipment of the displaying number is idle, that means the real terminal equipment is not making the call at the time. If a number is not found to be related with or mapped to the displaying number,,  a spoofed call is detected. 
Status of caller, such as camelBusy, assumedIdle, msPurged, imsiDetached, restrictedArea, notRegistered, notProvidedFromVLR can be found in HLR.
(2) Call information details
Call information details can directly show information about caller and callee. By comparing two or more call information details, spoofed call may be detected. For example, if a call is received to number A, at the same time a call information about A calling to B is found, then the call from A to B is spoofed provided A is a normal number. Another example, if number A is calling number B, but it is showed by the real billing information that A is calling number C, then the call from A to B detected to be spoofed provided the three numbers are normal number.
Call information details can be collected from signalling gathering point, or MSC CDR. 
(3) Trust level of the prior network or element
If the prior network or element’s trust level is low, the call from it and the number passed through it maybe spoofed. If the prior network or element’s trust level is very high, it is likely the caller’s identification is true.
The trust level and computing algorithms are up to network operators.
3. Proposal

Based on above analysis, it is proposed to evaluate the above information and if any other informations can be helpful. Candidate solutions can be proposed based on how to use the above informations.
