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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

Introduction

Editor’s Note: This unnumbered clause will contain an introduction and provide some purpose of the report.


1
Scope

This clause shall start on a new page.

The present document …
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]  


[3]


…

[x]
<doctype> <#>[ ([up to and including]{yyyy[-mm]|V<a[.b[.c]]>}[onwards])]: "<Title>".

3
Definitions, symbols and abbreviations

Delete from the above heading those words which are not applicable.

Clause numbering depends on applicability and should be renumbered accordingly.

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [x] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [x].

Definition format (Normal)

<defined term>: <definition>.

example: text used to clarify abstract rules by applying them literally.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format (EW)

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1] and elsewhere.

Abbreviation format (EW)

<ACRONYM>
<Explanation>

4
3GPP network elements and threat model 
4.1
3GPP Network Elements’ definition for the Security Assurance Study

4.1.1
Analysis of nodes types and function distribution

Editor’s Note: This subsection will analyze to what type(s) of entity it is the most appropriate to aim the 3GPP assurance work. It will thus provide a clear definition of what a 3GPP network element is. 

4.1.2
Sample 3GPP Network Element for the methodology study

Editor’s Note: This subsection will provide the list of 3GPP Network Elements chosen as sample for the methodology study.

4.2 
Threat and attacker model for the Security Assurance Study
Editor’s Note: This subsection will give an overview of the threat and attacker model to be addressed by this study. This should help to verify that the chosen methodology will be able to cover requirements for all kind of threat being considered to be relevant to cover.
4.3
3GPP Network Elements subject to Security Assurance Specifications
Editor’s Note: This chapter will give a list the 3GPP Network elements in the scope of the study.

5
Proposed Methodologies
Editor’s Note: This chapter will contain the description of the proposed solutions.
6
Criteria for the evaluation of the methodologies
Editor’s Note: This chapter will list the criteria that will be used to evaluate the proposed solution (type of attacks conducted, reproducibility of the tests, costs, international recognition, need for coordination with other bodies ...) 

7
Comparison of Proposed Methodologies
Editor’s Note: This chapter will contain a comparison of the proposed solutions according to the criteria defined in chapter 7.

8
Conclusions

Editor’s Note: This chapter will contain the conclusion of the study with the agreed methodology.

Annex <X>:
Change history

It is usual to include an annex (usually the final annex of the document) for reports under TSG change control which details the change history of the report using a table as follows:
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