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1. Introduction

The study solutions for detection of spoofed call detection and prevention are proposed as following.
--------------------------------------------------------------Begin of Change----------------------------------------------------------

6.1 Proposed solution for Scenario : Direct Interconnect
This solution proposes the mechanism for detecting the the originating call subscriber state to verify the spoofed call in the home operator. If the originating call state is not busy, we could infer that the call is the spoofed call. The originating call subscriber state will be detected using the ATI service and PSI service in MAP (TS 29.002 [1]) as decribed in Figure1.
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Figure 1: Detecting the originating call subscriber state mechanism
Editor’s Notes: The solution for this scenario only can detect the caller ID which belongs to the called operator, others can be fulfilled  FFS
The process is shown in the Figure 2.
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Figure 2: The process of the mechanism
1.
IAM from Operator A to Operator B (IAM includes the caller id which belongs to Operator B)

2.
IDP with the caller id from GMSC to Monitor Platform

3.
ATI from the Monitor Platform to HLR (ATI includes the caller id which belongs to Operator B)

4.
PSI from HLR to VLR

5.
PSI_ack with the call subscriber state

6.
ATI_ack with the call subscriber state

7.
It will trigger the call state detection and judge whether the call subscriber state is busy, if no, goes to step 8 or goes to step 11.
8.
It will trigger the prevention and judge whether the call is prevent, if yes, goes to step 9 or goes to step 11.

9.
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Editor’s Notes:Monitor Platform is a logic entity in this document. It acts as a SCP/gsmSCF .

----------------------------------------------------------------End of Change-----------------------------------------------------------
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