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1
Introduction
This contribution conclude IMS P2P security and with respect to what further specification work is required in order to provide security of IMS based peer-to-peer content distribution services. 
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6
Conclusion
Editor's Note: This section is intended to list conclusions that have been agreed during the course of the work item activities.

This study has analyzed the security threats for the IMS based Peer-to-Peer Content Distribution Services based on SA1’s requirement and SA2’s architecture. IMS P2P CDS should follow the security requirements in section 4 to prevent such threats. 

What is more, specific security solutions are proposed to fulfil these security requirements. The study has concluded without any firm recommendations on a specific solution.
Lastly, security study is based on SA2 current architecture study; it would be possible to study further if SA2 wants to make future discussion on this subject. 
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