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1. Discussion 
GBA based PWS solution was discussed in SA3 #67 meeting. This paper describes the procedure of GBA based solution of PWS public key distribution.
2. Proposal 

We propose SA3 to adopt the pCR below to TR33.8de.
-------------------------------------------pCR---------------------------------------------------------------------------------

7.X GBA based solution

7.x.1 PWS public key distribution
A NAF, as defined in the GBA architecture, assumes the task of distributing the PWS public keys (called ‘PWS key center’).
Editor’s note: it is ffs whether this NAF is part of CBC, CBE, or is a standalone entity.   
1. The network broadcasts the new public key ID.

2. The UE checks if it has the new public key.

3. If the UE doesn’t have the new public key, it will request the key from the NAF acting as PWS key center.

4. The GBA procedure is performed among the UE, the BSF and the NAF with the result the UE and the PWS key center share a key Ks_NAF.
5. The new public key protected by Ks_NAF is sent to the UE.

   Editor’s note: Overload control for the PWS key center is ffs.   

4. GBA procedure
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