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1
Introduction

In SA2 working will work on the group based feature of the Machine type and other mobile data applications communications. The work scope will cover the group based policing, addressing, and charging. SA3 working group will cover the security aspects of group based feature of them. 

Therefore, this proposal illustrates the directions of discussion in SA3 point of view. In addition, it describes the candidate solution of group based approach. 

2 
Proposal
The following text is proposed for candidate solutiosn. 

Case 1) newly develop group based security solutions for machine type communications
· Newly define and develop group based security solution for machine type communication and other mobile data applications communications.  The advantage of this approach is applying proper solutions for each case. 
Case 2) Adopt Group based approach in MBMS security solutions 

· Adopt the group based security approaches in MBMS and apply for the machine type communications. The pros of this approach are minimizing the effort to develop concret solutions. 
3
Conclusion

SA3 working group has to decide the security aspects and solution for group based machine type and other mobile data applications communications. 
