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Abstract of the contribution: This contribution introduces a new scenario on spoofing identities from an IMS application server. 
4.2
Scenario X: Spoofing identities from an application server
Within IMS, an application server can be included in the path based on the iFC in the service profile by the S-CSCF. Application servers can be also be deployed by 3rd party service providers and additionally it (application server) can act as B2BUA. The B2BUA terminates the incoming SIP leg and initiates a new one towards the terminating side. It can easily exchange also the identities and re-route the call. Based on the subscription this is independent whether the call is originated in CS or IMS and terminated in CS or IMS. 
