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1. Overall Description:

SA3 thanks SA3-LI for their LS on security vulnerability in the PRG based LI solution for MIKEY-IBAKE as well as the update to the PRG-based Lawful Intercept solution for MIKEY-IBAKE protocol provided in the S3LI12_066r2. SA3 discussed the updated PRG-based Lawful Intercept solution for MIKEY-IBAKE and at this point did not identify any further vulnerability.  If SA3 is to discover any other issues in the future, SA3 will inform SA3-LI. 
Further more, SA3 thanks SA3-LI for their reminder that none of the currently specified media security solutions meet the LI requirements for mid-session interception. SA3 and SA3-LI discussed potential solutions in the past and agreed that periodic re-keying is acceptable to both SA3 and SA3-LI. Once SA3 defines exact mechanism for periodic re-keying, SA3 will share it with SA3-LI for their expert evaluation. 
2. Actions:
SA3 kindly asks SA3-LI to take the above information into account.
3. Date of Next SA3 Meetings:
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