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1
Introduction
The following contribution gives a summary of the current IMS protocols, transport protocols, and default ports. This avoids misunderstandings about the current protocol situation in IMS and make sure that every IMS protocol is considered in the solution assessment.

Transport protocol: There seems to be a common misunderstanding that SIP is normally sent on UDP. In fact this is just one of several options, and because of the increasing SIP messages sizes, it is now more common to send SIP over TCP. New VoIP clients have actually begun dropping support of SIP over UDP.

Default port number: There seems to be a common misunderstanding that protocols are always sent on their default port numbers. In fact, the default port number is just a default and with a few exception protocols are allowed to use any port number. While SIP is often sent on the default port numbers, it is both allowed and common to use other ports. For protocols like RTP and RTCP, the situation is the opposite and the default port numbers are almost never used (except by accident).

2
Proposal

The following text is proposed for inclusion in the TR.

3
PCR

First Change

4.X
Overview of IMS Protocols

Table Y gives a summary of the current IMS protocols, transport protocols, and default ports. This avoids misunderstandings about the current protocol situation in IMS and make sure that every IMS protocol is considered in the solution assessment.

Transport protocol: There seems to be a common misunderstanding that SIP is normally sent on UDP. In fact this is just one of several options, and because of the increasing SIP messages sizes, it is now more common to send SIP over TCP. New VoIP clients have actually begun dropping support of SIP over UDP.

Default port number: There seems to be a common misunderstanding that protocols are always sent on their default port numbers. In fact, the default port number is just a default and with a few exception protocols are allowed to use any port number. While SIP is often sent on the default port numbers, it is both allowed and common to use other ports. For protocols like RTP and RTCP, the situation is the opposite and the default port numbers are almost never used (except by accident).

Table Y: Overview of IMS Protocols
	Protocol
	Transport Protocol
	Default port
	Comment

	SIP
	UDP
	5060
	

	
	TCP
	5060
	SIP over TCP is the de facto standard today due to increasing
SIP message sizes.

	
	TLS
	5061
	

	RTP
	UDP
	5004
	Often even port. Default port is seldom used.

	
	TCP
	5004
	TCP is not commonly used.

	RTCP
	UDP
	5005
	Often RTP port + 1. Default port is seldom used.

	
	TCP
	5005
	TCP is not commonly used.

	MSRP
	TCP
	—
	

	RTSP
	TCP
	554
	

	BFCP
	TCP
	5070
	

	
	TLS
	5070
	New IETF recommendations are to use same port for TLS.

	HTTP
	TCP
	80
	Port is often open in firewalls.

	
	TLS
	443
	Port is often open in firewalls.


End of Change
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