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1. Overall Description:

This pCR provides some requirements based on threats discussed in the companion pCR S3-120352.
2. Requirements 
1) The network should be able to verify that the caller ID received is from the originating party or from a party that is authorized to use the caller ID.
Editors Note: How the above requirement can be fulfilled is FFS.
2) The network should be able to alert a called party if the caller ID information being sent to the called party is not authorized. The alert may be in the form of alerting tones, flashing/blinking lights, etc.
