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1. Introduction

This discussion contribution provides how it is possible to restructure NDS/IP standards such that native IP security profiles can be referenced more easily from other specifications.
2. Discussion

This contribution builds on option 3 discussed during the conference calls and shows how this could work for 33.210.
3.  Create a new TS for security profiles that can be easily referenced from other documents.  Move all profile related information both from 33.210 and 33.310 here, as well as the DSCP text from sections 11, 12, and 13 of 33.401.  Change 33.210, 33.310, and 33.401 to reference this new standard.  The indirection of references can be eliminated over time by other standards directly referencing this new TS. 
For presentation of this idea, the first step is to create a new TS 33.pro and move all IP security profile related specification into it. (cf. attached files TS33.pro and TS33.210withForwardReferences). In this step, no new requirements should be introduced and existing ambiguities are not resolved.
Next step is to show how DSCP text of 33.401 can be moved to 33.pro and the corresponding change to 33.401 is shown (cf.  attached file TS33.proWithDSCP and TS33.401withReferenceTo33pro)
The decision of where to place the DSCP text was taken with the assumption that there shall be no possible new requirement introduced by augmenting the IPsec profile.

This work should not require a new WID. It can be carried out under Sec11, since no new functionality is introduced.
 3. Request

It is requested that the SA3 group approves this principle and mandates creation of a new TS on Profiling of IP Network Layer Security. The baseline document for this would be 33.proWithDSCP.
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