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1
Introduction
3GPP currently specifies the use of STUN, TURN and ICE for NAT and FW traversal in IMS networks. The following text is an objective summary of what can and cannot be achieved in accordance to the current specifications.

2
Proposal
The following text is proposed for inclusion in the TR.
3
PCR

7.1.4
Conclusions on STUN, TURN and ICE 
Combination of STUN, TURN, and ICE can solve most of the UDP firewall traversal issues via:

· Obtaining a server reflexive address via STUN

· Obtaining a relayed address via TURN

· Telling the other party about these addresses via ICE
· Making connectivity checks

· Obtaining peer reflexive addresses

Summary:
· STUN, TURN, ICE over the default ports achieves firewall traversal of NAT/FW types 1-4, and NIMSFW type 6 (TCP Restricted NAT/FW).

· STUN, TURN, ICE over the allowed TCP ports (e.g. 80 or 443) achieves firewall traversal also of NIMSFW types 5 and 7 (Port Restricted NAT/FW and Specific Port TCP Restricted NAT/FW).

· STUN, TURN, ICE does not achieve firewall traversal of NIMSFW type 8 (Firewall with HTTP Proxy), unless the TCP connections are set up with HTTP CONNECT.

· STUN, TURN, ICE over TLS on the allowed TCP port (e.g. 443) achieves firewall traversal also of NIMSFW type 9 (Firewall with Deep Packet Inspection (DPI) capability and Application Awareness).
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