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Abstract of the contribution: This document provides proposed text for the scope of the Technical report for spoofed call detection and prevention SID.
1. Introduction

The study scope of spoofed call detection and prevention is proposed as follows.

2.  Proposal
----------------------------------------------------------------Begin of Change--------------------------------------------------------

1 Scope 


The present document studies the means to identify spoofed calls terminating in CS domain, where the call could have originated from either inside or outside the CS domain. This study item studies the detection of a spoofed call as the first step, and prevention as a second step if detection is achievable.
In particular, the goals of this document are:
· Outline valid threat scenarios for spoofed calls coming to CS domain. 
· Analyze and evaluate if any tools in 3GPP can be used or improved for spoofed call detection and prevention.
· Study and identify any othersuitable techniques or  mechanisms for spoofed call detection and prevention.

----------------------------------------------------------------End of Change-----------------------------------------------------------

