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1
Introduction
In previous meeting, some members proposed very useful comments on the framework, so this contribution updates IMS P2P security architecture to make it clear.
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============================Begin of Change=========================

2.6 Security Achitecture

All architectures contain three domains:
1. IMS core network domain: which is used to provide basic IMS P2P management service
2. Content service domain: which is used to provide original content for users and content distribution management
3. User(peer) domain: which accesses through IMS core network, and gets content from content service provider or other users under content service provider’s control.  
Based on these 3 domains, the security architecture can be divided into 3 security interfaces. Furthermore, as user can get content from other users, so there should be an addition security interface to indicate the security between users.
As a result, an IMS P2P security architecture described in Figure 6 is introduced. 
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Figure 6: Security Architecture for IMS P2P

There are four security interfaces defined for IMS P2P: 

I) 
Security about user access through IMS. 
II) 
Security for User Peer to Peer communication interface.
III) 
Security between UE and content service provider. 
IV)   Security between IMS core network and content service provider
============================End of Change==========================
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