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1. Introduction
There were some clarifications about solution 2, which should be captured in the evaluation section of that solution. Therefore we propose the following additions to the Technical Report TR 33.914.
CHANGE
7.3.3
Solution 2 - Evaluation
In the variant described in 7.3.2.1 the OpenID Identity Provider server (figure 7.3-5) has to support the following 3GPP specific functionalities:

· Establishment of a shared secret between RP and OP

· Validation of K0
· Interface to HSS to obtain the SD-AV, user profile and related attributes
· Handling of User credentials in addition to OpenID identifier
· Storage and handling of data related to U_credential (nonce, H(A1))
· Extensive generation and handling of nonces (nonce, nonce1, cnonce) compared to OpenID which only uses one nonce to prevent replay attacks against the RP

In addition the RP needs to support non-OpenID specific extensions with regard to the incoming redirection (step 14, figure 7.3-5), where the assertion and a key are together encrypted. This is on the Ua protocol interface which is out of scope for 3GPP.
If solution 2 is used in conjunction with Liberty Alliance as outlined in 7.3.2.1 in the text above figure 7.3-6, then also 3GPP specific extensions to the IdP and the service provider similar to the one above for OpenID are needed (figure 7.3-6 where the IdP is a Liberty Alliance compliant IdP). 
The variant of solution 2 in 7.3.2.2 improves the RP security by adding authentication and usage of associations. This improvement is 3GPP specific and not part of OpenID and requires additional functionality from the RP and OP. 
For all variants of solution 2 the OpenID and Liberty Alliance identity management specifications and their extensions are not part of the 3GPP specification family and out of scope. All variants of solution 2 introduce some extensions to the non-3GPP specific protocols and either they create a 3GPP specific extension which non 3GPP nodes and services have to follow or they create a dependency to an external standardization body with a different release schedule.
