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1. Introduction

This discussion contribution provides a short summary of two conference calls on the subject of NDS/IP scope and restructuring.
2. Discussion

The original objective of this work was to modify the scope and restructure TS33.210 where it becomes a generic tool for inter- and intra-operator connections to which other SA3 security standards can easily refer.  The new structure should make it easy to profile the use of NDS/IP like mechanisms for a variety of different use cases. 
The current scope of 33.210 is limited to the control plane.  The scope was to be broadened to include the user plane as well.  During the calls there were opinions that adding user plane to 33.210 is difficult as it would automatically make it mandatory (which was not the intention), especially since many references to 33.210 assume that it is for control plane only.
It was also discussed whether and how 33.210 can be made applicable to “management plane” protection.  For example to apply to 33.401 clause 13, the protection of O&M traffic between the eNB and the trusted domain where the element manager resides.  Due to the difficulty of defining “management plane” this topic was tabled.
The participants discussed 4 options with respect to restructuring 33.210 as listed below.  There was no convergence to a preferred approach during the calls.  Major issue is the difficulty of estimating the work (on a new TS, 33.210, and referring standards) that could be evaluated against the return and company commitments. 

Options forward:

1.  Add a new section (6) to 33.210 on security profiles that can be easily referenced from other documents, but one that does not necessarily apply to control plane traffic.  Move the DSCP text from 33.401 here.  Leave existing sections of 33.210 unmodified.

2.  Add a new section (6) to 33.210 on security profiles that can be easily referenced from other documents.  Move all profile related information here, e.g., from sections 5.2-4 of 33.210 and DSCP text in sections 11, 12, and 13 of 33.401.  Change control plane related sections of 33.210 to reference section 6.

3.  Create a new TS for security profiles that can be easily referenced from other documents.  Move all profile related information both from 33.210 and 33.310 here, as well as the DSCP text from sections 11, 12, and 13 of 33.401.  Change 33.210, 33.310, and 33.401 to reference this new standard.  The indirection of references can be eliminated over time by other standards directly referencing this new TS. 

4.  Do nothing. 
There was no progress made on deciding whether this new scope and restructuring of 33.210 can be introduced as Section 11 changes in Rel-11 or have to become a WID targeting Rel-12. 
 3. Request

It is requested that the SA3 group considers the above issues and other contributions on these topics, and makes a recommendation on the way forward.
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