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1. Discussion 
One work of PWS security is to study the possibility of extending the length of security information to allow the flexibility of using different signature algorithms. 
Both GERAN (in GP-111304) and RAN2 (in R2-114814) confirmed it’s possible to extend the security part (including both timestamp and signature).
RAN2 replied that the maximum total size available for the security information within SIB10 would be 210 or 270 octets.
GERAN pointed out the security part can be extended to 81 bytes and still meet the requirement of delivering the primary message within 4 second.

So ECDSA and DSA with security level of 112bits and 128bits can be used. 
GERAN also pointed out 

A possible further increase of the digital signature length to 64 bytes (which would render a security level of 128 bits for ECDSA or DSA based signature algorithms) will not have any further increase to the delivery time of the warning message beyond the 40 ms indicated above.

Since a security level of 128 bits for ECDSA or DSA won’t further increase the delivery time compared with a security level of 112 bits for ECDSA or DSA. There isn’t beneficial to have the security level of 112 bits for ECDSA or DSA as candidate algorithm. It’s better to only choose ECDSA and DSA with security level of 128bits currently and leave more space for the signature algorithm ID for the future choice.

If a 4-bit identifier is allocated to identify the signature algorithm, it can be defined as:
"00002": left for national choice
"00012": 128-ECDSA
"00102": 128-DSA 
"00002"is left for national choice in case a country requires using its own specific algorithm.

S3-110394 suggested that “timestamps are not used to avoid the need for the UE to have a reliable time source, and to avoid errors due to loss of time synchronisation.” Instead “updating the public key soon after a warning message, or series of related warning messages, have been transmitted.” So timestamp isn’t needed in the warning message.
So the security part of the PWS message can be defined as:
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2. Proposal 

A pCR reflecting the discussion is attached for approval.
----------------------------------------------------------pCR--------------------------------------------------------------------
迪拜5.1. 2.2 Algorithm agility of PWS
The network should indicate to UE which algorithm to be used. By this way, UE can obtain signature algorithm and know which signature key should be used to verify the signature of PWS Warning Notifications.


A 4-bit identifier is allocated to identify the signature algorithm with the following algorithm defined:

"00002": left for national choice

"00012": 128-ECDSA
"00102": 128-DSA 
"00002"is left for national choice in case a country requires using its own specific algorithm.

The security part of the PWS message is defined as:
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