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1. Overall Description:
The Rel-11 iFire study examines scenarios and candidate solutions intended to facilitate firewall traversal for UE IMS control plane and user plane in cases where restrictive firewalls are deployed between the UE and IMS that either intentionally or unintentionally prevent IMS control and user plane traffic.  

Candidate solutions to the most restrictive cases must appear as other traffic (e.g., as web browsing on TCP port 80 or 443) in order to traverse a restrictive firewall (and by consequence, may violate policy of the firewall operator).  Firewall traversal (and the ability to bypass policy) may be for the benefit of a mobile operator in many cases, such as in traversing enterprise or residential premises firewalls; however, an operator service provider (including one that provides mobile access and services) may also operate firewalls where the provider intends to restrict such traffic.  

Firewall traversal is closely related to the broader topic of policy enforcement as firewalls are a type of policy enforcement function.  Other types of policy enforcement functions exist than firewalls which warrant consideration. 

2. Actions:
To SA1 group.
ACTION: 	SA3 requests SA1 to consider the attached use cases and requests comment as to:
1. Whether the needs of the firewall operator are to be considered in the study.
2. Feedback on which firewall operator needs SA1 would wish SA3 to consider.

3. Date of Next SA1 & SA3 Meetings:
SA1#56	11-14 Nov 2011	San Francisco, CA
SA3#66	6-10 Feb 2012	TBD


