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Agenda Item:
2
1
Opening of the Meeting (9:00 on Monday)

2
Approval of Agenda and Meeting Objectives

3
IPR Reminder

4
Meeting Reports
4.1
Approval of the Report from SA3 #64
4.2
Report from SA #53
4.3
Report from SA3-LI 

5
Items for early consideration

Note: For contributions to this agenda item, please contact the chairman in advance of the meeting

6
Reports and Liaisons from other Groups

6.1
3GPP Working Groups

6.2
IETF

6.3
ETSI SAGE

6.4
GSMA

6.5
3GPP2

6.6
OMA

6.7
TCG

6.8
Other Groups

7
Work Areas

Note: 

•
For Rel-8 and Rel-9, member companies are asked to focus their input only on essential FASMO (frequent and serious mis-operation) corrections. 

•
For Rel-10, member companies are asked to focus their input on essential corrections. 

7.1
IP Multimedia Subsystem (IMS)
7.1.1
Media Plane Security

7.1.2
Specification of Protection against Unsolicited Communications in IMS (SPUCI)

7.1.3
Other Common IMS Issues


7.2
Network Domain Security

7.3
UTRAN Network Access Security

7.4
GERAN Network Access Security

7.5
GAA

7.1 Security enhancements for usage of GBA from the browser

7.2 Other GAA Issues
7.6
Multimedia Broadcast/Multicast Service (MBMS)

7.7
SAE/LTE Security
7.7.1
TS 33.401 Issues

7.7.2
TS 33.402 Issues
7.7.3
Relay Node Security
7.7.4
EEA3 and EIA3 Issues

7.7.5
Other SAE/LTE Security Issues
7.8
Security Aspects of Home (e)NodeB

7.8.1
TS 33.320 Issues

7.8.2
TR 33.820 Issues

7.9
Security Aspects related to System Improvements for Machine-Type Communication (SIMTC)
7.10 Security Aspects of Public Warning System

7.11 Other Areas
8
Studies

8.1
UTRAN Key Management Enhancements

8.2
Extended Identity Management

8.3 Extended IMS media plane security features
8.4 SSO Applications Security for IMS – based on SIP Digest
8.5 Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks
8.6 Security Aspects in the Scope of the SA2 study on IMS Based Peer-to-Peer Content (SP-100567)
8.7 Study on IMS Firewall Traversal 
8.8
Other Study Areas
9  Technical Votes

9.1
Vote on S3-110636
10
Elections of SA3 chairman and vice chairmen (Tuesday afternoon)
11
Review and Update of Work Plan 

12
Future Meeting Dates and Venues

13
Any Other Business

14
Close (Friday 16:00 at latest)
Meeting Objectives:

· Progress Rel-11 work
· Work on essential corrections for Rel-10

· Election of SA3 leadership

Draft Schedule of the Meeting 
Monday

· Agenda items 1 – 6

· SAE/LTE security (agenda item 7.7)

Tuesday

· home eNB security (agenda item 7.8)

· IMS security (agenda item 7.1)
· Network Domain Security (agenda item 7.2)
· GAA (agenda item 7.5)
Wednesday

· SIMTC (agenda item 7.9)
· Security Aspects of Public Warning System (agenda item 7.10)
· Rest of agenda item 7 Work Areas 

Thursday

· Studies (agenda item 8)
· Handling of output documents

Friday

· Studies, continuation (agenda item 8) 

· Handling of output documents

· Agenda items 9 -12
Additional break-out sessions may be arranged in some evenings.

