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1
Introduction
Non-3GPP access, particularly over WiFi but not limited to such, has existed for quite some time in the forms of I-WLAN access (23.234, 24.234, 33.234), GAN/UMA (43.318) since Rel 5, and newer forms such as trusted and untrusted non-3GPP access (23.402/33.402) since Rel 8 and are continuing to be refined and enhanced.  These non-3GPP access mechanisms reside in the access layer and are established before any IMS-layer access occurs.  Considerable effort has gone into these at the UE and packet core across access network discovery and selection functions, IP address allocation, and many other areas.
2
Proposal
The following text is proposed for inclusion in the TR.
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Functional Requirements
X. iFire shall not preclude the operation of non-3GPP IP access methods defined in 23.402, GAN/UMA defined in 43.318, or 3GPP system to Wireless Local Area Network (WLAN) interworking defined in 23.234.
XI. The methods for iFire shall consider whether an existing IP access mechanism, such as non-3GPP IP access, GAN/UMA, or 3GPP system to Wireless Local Area Network (WLAN) interworking will traverse a firewall.
Note: The author of this contribution recognizes there are some cases of restrictive firewalls that would not allow 23.402, 43.318, or 23.234 operations; however, the author also recognizes that many firewalls do permit operation.
