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1. Discussion 
Both GERAN (in GP-111304) and RAN2 (in R2-114814) confirmed it’s possible to extend the security part (including both timestamp and signature) in their reply LS to SA3.

RAN2 also asked SA3 to confirm whether the backwards compatibility is not required in signalling of the new security information since the current security information should be phased out. Also RAN2 would very much like to know SA3’s understanding whether the current (pre-Rel 11) ETWS security information can be used even though the security level is low. 
This paper proposes to reply RAN2 as:

The backwards compatibility is not required in signalling of the new security information since SA3 has agreed in S3-110833 that displaying the warning message is preferred on the pre-R11 UEs even with the digital signature security failure.
SA3’s doesn’t think the current (pre-Rel 11) ETWS security information can be used because it is not specified with digital signature algorithms. In some countries there may be preconfigured algorithm for the native UEs but it won’t work with the roaming UEs which are preconfigured with the algorithm.
If the contribution on extending the length of security information submitted to SA3 #65 is agreed, the decision made in SA3 could be also include in the LS.
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1. Overall Description:

SA3 would like to thank RAN2 and GERAN for the liaison statement in S3-111013 (R2-114814) and S3-111016 (GP-111304) on the length of security information in Public Warning System.
For the question from RAN2:
RAN2 also asked SA3 to confirm whether the backwards compatibility is not required in signalling of the new security information since the current security information should be phased out. Also RAN2 would very much like to know SA3’s understanding whether the current (pre-Rel 11) ETWS security information can be used even though the security level is low. 
SA3 thinks the backwards compatibility with Pre-Rel11 is not required in signalling of the new security information since SA3 has agreed in S3-110833 that displaying the warning message is preferred on the pre-R11 UEs even with the digital signature security failure.

SA3’s doesn’t think the current (pre-Rel 11) ETWS security information can be used because it is not specified with digital signature algorithms. In some countries there may be preconfigured algorithm for the native UEs but it won’t work with the roaming UEs which are not preconfigured with the algorithm.
SA3 discussed the solution on extending the length of security information and the decision is in the document attached to this LS.
2. Actions:

To RAN2, GERAN
ACTION: 

SA3 kindly asks RAN2 and GERAN to take this reply into account.
3. Date of Next SA3 Meetings:

TSG SA3 Meeting #66
06th – 10th February 2012
Tbd.
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