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1	Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Other methods such as those identified in 23.402 as non 3GPP IP access as well as other methods, such as 3GPP system interworking to Wireless Local Area Network (WLAN) interworking and GAN/UMA already provide sufficient firewall traversal capability for many cases.
The methods in 23.402, 3GPP system interworking to Wireless Local Area Network (WLAN) interworking and GAN/UMA all provide access to PS-domain services which in turn provide connectivity to IMS.
2	Proposal
The following text is proposed for inclusion in the TR.

3	PCR
X     Candidate Solution
X.1  Determination to invoke additional firewall traversal procedures
1. The UE shall determine whether any additional mechanism is necessary to access IMS considering the access as defined in non-3GPP IP access (3GPP 23.402), 3GPP system interworking to Wireless Local Area Network (WLAN) interworking (3GPP 23.234), and/or GAN/UMA (3GPP 43.318), may be in operation and have successfully established connectivity to the desired APN providing access to IMS.
2. If none are in operation or none have successfully established, the UE may proceed to invoke enhanced firewall traversal procedures as specified in the next section to provide access to IMS services.
X.2  Firewall Traversal Procedures
[the rest of the procedures…]








