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1. Introduction
In this discussion paper we address the questions raised by the LS C4-112226 from CT4 and propose a way forward.
2. Discussion of options
SA3 agreed the CRs on authentication with external networks over S2b for Releases 10 and 11 in documents S3-110805, 806 on the condition that CT4 would be fine with them. However, CT4 had concerns expressed in the LS C4-112226. Therefore, the CRs were not presented to SA, and SA3 needs to revisit them.

The two main messages in the LS from CT4 were: 

1. CT4 strongly suggested not including the EAP case in 33.402. EAP could only be possibly re-introduced after further investigations regarding functional architecture and protocol specifications. 
We agree to leave the EAP case out of the CR. 
2. CT4 also suggested – less strongly – that the PAP case be re-installed in the CR as it is present in other specs for S2a and 3GPP access and ‘it seems that the service requirement still exists to support PAP’. This is in contrast to SA3’s decision to remove PAP as it was considered obsolete from a security point of view. 

We believe that the inclusion of PAP should be handled consistently across the three interfaces S2a, S2b, and 3GPP access. 

The alternatives are: 

a)      Include the PAP case in 33.402, but add a strongly worded NOTE warning against the weakness of PAP. (This approach was suggested in the last SA3 meeting by the SA3 chairman.) The warning NOTE would then also have to be included in (at least some of) the other groups’ (SA2, CT1, CT4) specs, making CRs for these WGs necessary. 

b)      Do not include the PAP case in 33.402. This would make CRs to all related specs of SA2, CT1, CT4 necessary for removing the PAP case. Removing obsolete protocols from security specs has been done before. However, the affected specs of other WGs would be many, but a brief scan showed that the actual changes might be small.
We have a preference for alternative a) as the LS from CT4 mentions the still existing service requirements. Furthermore, the use of PAP would not be under the responsibility of 3GPP operators, but operators of external networks. Therefore, a warning by the NOTE, as suggested in a), should suffice. 
We implemented CRs along the lines of alternative a). 
3. Proposal
We propose to agree the CRs to TS 33.402 in the companion contributions S3-111103 (Rel-10) amd S3-111104 (Rel-11).

