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---------------------------------------------------------------------------------------------------
START of 2nd CHANGE

6.1.2
Protection of Trusted Reference Value(s)

· The TrE shall securely store all trusted reference values at all times. 

The TrE shall detect un-authorized modifications of the trusted reference values necessary for trusted operation of the device.
6.2
 Binding of HPM ID and Device ID
If HPM is supported, the H(e)NB shall be able to enforce a binding between its own device ID and the HPM ID or a list of HPM ID defined by the MNO (e.g. a range of HPM ID corresponding to a the MNO). This mechanism is similar to the SIM-lock mechanism described in TS 22.022, section 8 [xx] with the requirement that the H(e)NB shall use for network access the initial HPM ID sent by the HPM to the H(e)NB to perform the SIM-lock-based check.
In case of SIM-lock-based binding between the HPM and H(e)NB device, the H(e)NB shall use for network access the initial HPM_ID sent by the HPM to the H(e)NB to perform the SIM-lock-based check

6.3
Measures for Clock Protection

6.3.1
Clock Synchronization Security Mechanisms for H(e)NB 
END of 2nd CHANGE
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