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7.9
1 Introduction
This contribution draft gives a clarification of device triggering solution 1 in detached mode. The detail of solution is using CBS mechanism to trigger device.
2 Discussion

To enhance the security of device triggering, we can use a temporary identity which is described in 33.868, clause 7.1. But it needs to clarify how MTC Device and MTC server communicate when the MTC Device attaches to the network at first time so this pCR is intended to solve one editor note. . 
Furthermore, the detail is not clear when the network sends this TID as a part of trigger indication. 
The Cell Broadcast Service (CBS) (which is specified in TS 23.041) using CB channel(s) to send messages. It indicates even the devices are not attached to the network they can also receive the messages.
So TID can be inserted into CBS messages and send it to MTC device.
As a result, this contribution proposes to give a clarification, such as: (1) how to solve the first-time-attach problem, (2) how to use temporary identity based on CBS.

3 pCR
* * * Begin of the Change * * * 
7.1
Solution 1 - Triggering
7.1.1
General Description

Editor's Note: This section is intended to describe solutions which fulfil the security requirements for the key issue. 

For offline MTC device:

Solution 1, If the MTC device is in detached state, the MTC Device should be able to validate the network identity when it receives a trigger indication.

The MTC device should store a temporary identifier of the network it has last attached. The identifier is known to the network side. MTC-IWF can get temporary identifier from the network when MTC Server wants to trigger the device, MTC-IWF can send device triggering information through CBC. CBC allocates the CBS messages serial numbers, and sends them to BSC/RNC. BSC/RNC sends it to UE via BTS/Node-B. When the MTC device receives a trigger indication, it should compare the network identity from the received indication and the identity it has stored. 

If the two network identities match, the MTC device accepts the trigger indication. Otherwise, the trigger indication is abandoned. When the MTC device has been successfully triggered, the temporary identifier should be discarded and replaced by a new temporary network identifier which is also known to the network. 

Editor's note: How to securely bind the temporary identity to the trigger message is FFS. 
In the initial state, it is not necessary to use the temporary identifier, because in the initial time, it is only the state that UE attaches to the network, there is no any trigger of the network. 

* * * End of the Change * * *
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