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Abstract of the contribution:

This contribution is considering the interoperation of IdPs in various Operator networks.
1
Introduction
According to use case 3 in section 4.4 of SA1 TR 22.895, it describes the user may moves from one Operator network to another, so the SSO service manages the change in Identity providers. According to the service providers’ different authentication assurance level (AAL), SP identifies the user’s trustworthiness. For example, AAL in area A is 4, but in area B is 3. As in different country or in different operator networks of one country, the different SSO systems may be deployed, so AAL is different. And even the same SSO systems, they may comply with different standard specifications, so they also may cause that the AAL is different. Hence, it produces the interoperation issue of IdPs in various Operator networks.
 To solve the interoperation issue of IdPs in various Operator networks, service agreements and charging schemas are already in place between Operators, so there may be two alternative solutions:

· Any two Operators have established an association, each of them converts the attribute’s format of its peer into its own format. But if one Operator’s authentication framework has been changed, all of the related Operators’s authentication framework should be changed.
· The one Operator converts the attribute’s format into the intermediate format (e.g. SAML, ITU-T x.idm-dm), then, the other Operator receives the intermediate format, and converts it into its own format.

2
pCR

It is kindly asked SA3 to agree the following change.

************* Start of Change  **********************

5.X
Solution for Interoperation of IdPs in various Operator networks

To solve the interoperation issue of IdPs in various Operator networks, service agreements and charging schemas are already in place between Operators, so there may be two alternative solutions:
5.X.1
solution 1

Any two Operators have established an association, each of them converts the attribute’s format of its peer into its own format. But if one Operator’s authentication framework has been changed, all of the related Operators’s authentication framework should be changed.
5.X.2
Solution 2

The one Operator converts the attribute’s format into the intermediate format (e.g. SAML, ITU-T x.idm-dm), then, the other Operator receives the intermediate format, and converts it into its own format.
************* End of Change  **********************

