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1
Scope

Editor’s notes: This section describes the scope of this Technical Report (TR). 
2
References

Editor’s notes: This section lists the documents which are referenced in this TR.
 3
Definitions, symbols and abbreviations
Editor’s notes: This section covers the definitions, symbols and abbreviations used in this document.
3.1
Definitions
Non-IMS Aware Firewall (NIMSFW)

These are the types of Firewalls which are IMS-unaware and will unintentionally block IMS services. Firewalls that can be traversed by existing techniques specified for IMS shall not be treated as NIMSFW even if the firewall is not actually aware of IMS.
3.2
Symbols

3.3
Abbreviations
4
Background

Editor’s notes: This section gives an over view on various kinds of Firewalls which will allow IMS traffic to go through and Firewalls which will unintentionally block IMS traffic (NIMSFW).
5

Use Cases

Editor’s notes: This section covers the use cases which describes how Firewalls can block IMS services. This section also provides analysis of these use cases.
6
Requirements

Editor’s notes: This section covers the requirements for the TR.




7
Overview of existing 3GPP compliant solutions 

Editor’s notes: This section discusses the existing Firewalls traversal techniques suggested in the 3GPP specs and the restrictions imposed by these techniques on IMS traffic. 
8
Candidate solutions

Editor’s notes: This section discusses the candidate solutions for traversal of IMS traffic through NIMSFW and also satisfies all the requirements listed in the earlier section.
9
Evaluation of candidate solutions

Editor’s notes: Here we request that the proposed solution should be evaluated in the SA3 meetings and analysed to see whether it meets the requirements listed in section 6.
10
Conclusions and recommendations
Editor’s notes: Here we request that the proposed solution should be evaluated against the requirements.
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