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Abstract of the contribution:

This contribution provides a feasible method how PWS primary notification is delivered from network side to UE side.
1 Introduction
As discussed in S3-110462, to secure PWS primary notification information, DSA (2048, 224) is an acceptable algorithm, because it gives an acceptable security level of 112-bit, can be verified fast, and gives very compact signatures. DSA(2048,224) signature is 56 bytes long, but in current air interface protocol there are only 43 bytes space for digital signature info which are not enough to fit DSA(2048,224) signature. In this paper, we provide a feasible method to solve the problem of insufficient space.
2 Analysis

To analysis the problem of PWS message delivery, it is essential to study how ETWS Primary Notification message is delivered in GSM network and UTRAN.
In GSM (see 3GPP TS 44.018), the network initiates the delivery of an ETWS Primary Notification message by broadcasting the PAGING REQUEST TYPE 1 message on all paging subchannels on CCCH with the ETWS Primary Notification field present within the P1 Rest Octets IE. These paging messages are sent continuously during the ETWS warning period. Each paging message carries a segment of the actual ETWS Primary Notification message, i.e. segmentation is applicable if an ETWS Primary Notification message is too large to fit into the P1 Rest Octets of a single PAGING REQUEST TYPE 1 message. In order to allow a mobile station to receive the segments in any order, the size of a specific segment (retransmitted during the ETWS warning period) shall not be altered. Segments belonging to the same ETWS Primary Notification message shall be given the same Primary Notification Identifier (PNI) value.

In UTRAN (see 3GPP TS 25.331), The ETWS PRIMARY NOTIFICATION WITH SECURITY message is received via the common control channel (CCCH) or the dedicated control channel (DCCH). In order to receive an ETWS PRIMARY NOTIFICATION WITH SECURITY message via CCCH, the UE may first receive a PAGING TYPE 1 message, or, the UE may first receive a SYSTEM INFORMATION CHANGE INDICATION message. If RRC is configured from upper layers to receive the ETWS primary notification with security, an ETWS capable UE shall receive messages via CCCH until the ETWS primary notification with security procedure is completed. The UE may receive the ETWS PRIMARY NOTIFICATION WITH SECURITY message via DCCH, when the UE is in a state where it is configured to receive DCCH. UE receives ETWS primary notification with security continuously until finishing the message or timer T325 (2s) expired.
Based on the description above, we get two key informations：
1. In GSM network, if an ETWS Primary Notification message is too large to fit into the P1 Rest Octets of a single PAGING REQUEST TYPE 1 message, segmentation is applicable.
2. In UTRAN, there is an interval between the time that the network side wants to deliver ETWS PRIMARY NOTIFICATION WITH SECURITY message and the time that UE can successfully receive that message. This interval depends on UE’s state and Channel transmission quality, etc. UE can handle this interval based on some specific mechanism.
Referenced the exiting solutions above, if PWS primary notification security information is too large to fit into warningSecurityInfo IE, the PWS primary notification can be segmented. The specific segmentation method can reference PWS secondary notification segmentation. In UE side, there will be a comparable better method to receive the segmentations in a limited time. 
3 Proposal
It is proposed that SA3 agree the pCR below for inclusion in the PWS living document. 
************************** start of changes ************************
5. X delivery of PWS primary notification
5. X.1 analysis 

In GSM (see 3GPP TS 44.018), the network initiates the delivery of an ETWS Primary Notification message by broadcasting the PAGING REQUEST TYPE 1 message on all paging subchannels on CCCH with the ETWS Primary Notification field present within the P1 Rest Octets IE. These paging messages are sent continuously during the ETWS warning period.Each paging message carries a segment of the actual ETWS Primary Notification message, i.e. segmentation is applicable if an ETWS Primary Notification message is too large to fit into the P1 Rest Octets of a single PAGING REQUEST TYPE 1 message. In order to allow a mobile station to receive the segments in any order, the size of a specific segment (retransmitted during the ETWS warning period) shall not be altered. Segments belonging to the same ETWS Primary Notification message shall be given the same Primary Notification Identifier (PNI) value.

In UTRAN (see 3GPP TS 25.331), The ETWS PRIMARY NOTIFICATION WITH SECURITY message is received via the common control channel (CCCH) or the dedicated control channel (DCCH). In order to receive an ETWS PRIMARY NOTIFICATION WITH SECURITY message via CCCH, the UE may first receive a PAGING TYPE 1 message, or, the UE may first receive a SYSTEM INFORMATION CHANGE INDICATION message. If RRC is configured from upper layers to receive the ETWS primary notification with security, an ETWS capable UE shall receive messages via CCCH until the ETWS primary notification with security procedure is completed. The UE may receive the ETWS PRIMARY NOTIFICATION WITH SECURITY message via DCCH, when the UE is in a state where it is configured to receive DCCH. UE receives ETWS primary notification with security continuously until finishing the message or timer T325 (2s) expired.
Based on the description above, we get two key informations：

1. In GSM network, if an ETWS Primary Notification message is too large to fit into the P1 Rest Octets of a single PAGING REQUEST TYPE 1 message, segmentation is applicable.
2. In UTRAN, there is an interval between the time that the network side wants to deliver ETWS PRIMARY NOTIFICATION WITH SECURITY message and the time that UE can successfully receive that message. This interval depends on UE’s state and Channel transmission quality, etc. UE can handle this interval based on some specific mechanism.
Referenced the exiting solutions above,  if PWS primary notification security information is too large to fit into warningSecurityInfo IE, the PWS primary notification can be segmented. The specific segmentation method can reference PWS secondary notification segmentation. In UE side, there will be a comparable better method to receive the segmentations in a limited time. The specific method is FFS.
5. X.2 conclusion

If PWS primary notification security information is too large to fit into warningSecurityInfo IE, the PWS primary notification can be segmented. 
************************** end of changes *************************

