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1. Introduction
During SA3#62 it was agreed that the solution on collocated GBA presented in S3-110034 is in scope of the work triggered by the SA1 requirements on SSO. During SA3#63 two similar proposals have been made on optimization of GBA for SA1 SSO purpose (S3-110348 and S3-110501). Due to placing in the agenda this agenda topic, there was not a sufficient time for a proper discussion and alignment. In this Pseudo Change Request we outline the architecture and linkage to the existing 3GPP work. We propose to study and accept the presented change.

Pseudo – Change Request
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7.2
Collocated GBA 
7.2.1
Rationale for solution 
SA1 requested identity management systems that are flexible enough to suit all business needs with or without GBA TR 22.895 [zx]. This solution optimizes the existing GBA infrastructure to improve the efficiency for the identity management usage scenario, while still keep the extensibility and flexibility for other usage scenarios. The optimization allows easy set-up for cases where no GBA has been deployed yet in the operator network, but the operator does not want to make a one-step big investment into fully deployed GBA.
The design goals for collocated GBA were the following:

· A simple migration path to use of full GBA

· The Client and RP (Relying Party) shall follow TR 33.924 (i.e. Client and RP are unaffected)
· Aim for simplicity: keep only the core BSF functionality, remove the rest.

7.2.2
Solution description
The proposed solution is an optimization of the classical GBA outlined in TS 33.220 [x], TS 24.109 [y] and TS 29.109 [z] and the OpenID related interworking scenario in TR 33.924 [zz].
The figure below collocates the Network Application Function (NAF) together with the OpenID Provider (OP) and the optimized Bootstrapping Server Function (BSF) (grey box). 
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Figure: Collocated GBA Architecture
The dotted lines are out for scope for 3GPP and describe the OpenID protocols specified by OpenID [zy].

The formerly external interface Zn from TS 29.109 [z] becomes then an internal interface and it is possible to implement it as a simple database request.

The Zh interface should be utilized with minimal effort i.e. no support of GBA User Security Settings (GUSS) is required. 
Since the collocated GBA is specifically designed to support identity management using OpenID, the NAF_ID can be static, instead of dynamically determined at the run of the Zn reference point protocol.
7.2.3
Evaluation against findings in SA1 study
The collocated GBA architecture shows an easy entry solution for an operator that has not yet deployed GBA, but would like to have an extensible system.
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