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1. Introduction
We propose to add the following introduction for the new Technical Report. The introduction orients itself at the agreed justification from the work item. 
Introduction
The most used authentication method in the Internet today is HTML FORM based authentication. It is used with web browsers where a login page is downloaded over HTTPS and which contains an HTML FORM with at least 'username' and 'password' fields.  Sometime, this takes place over plain HTTP, which poses a security risk. The current mechanism how GBA could be used from web browser is to use GBA with HTTP Digest as specified in clause 5.3 of 3GPP TS 33.222 [xx].  
In current implementations, once a web browser has started to use HTTP Digest with a particular web server, it continues to use it until the browser instance is terminated. This is common behavior in web browsers today.  This means that there is no way of doing a logout as the browser keeps on sending the HTTP Authorization headers back to the web server. 
Another drawback is that using HTTP Digest in parallel to HTML FORM based authentication is not straight forward as the authentication happens in different layers of protocols. Also, the usage of HTTP Digest and HTML FORM based Authentication from the same browser is investigated.
In order to simplify the usage of GBA in web browsers this document describes how to enable access to GBA in HTML layer, namely using javascript.  The usage of javascript together with GBA raises also some security concerns with regard to protection of GBA credentials, hence the best common practices for this kind of interworking are outlined in this document.
