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ITU-T Study Group 17, Security has adopted the first three of a set of nearly twenty-five ITU-T 

Recommendations related to Cybersecurity Information Exchange (CYBEX). The overview 

document (X.1500) is included, as are X.1520 (CVE) and X.1521 (CVSS). In addition, our group 

has embarked on work toward Continuous security monitoring using CYBEX techniques. 

As our work progresses, we expect to engage in continuing collaboration with relevant groups and 

participants within your organization to collectively bring about, evolve, and implement these 

essential techniques and capabilities, and to keep you updated. 
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