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Introduction
In this P-CR we provide input for Section on PUCI information signalling based on Section 7.2.5.2 of TR 33.937. 
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PUCI Information Exchange


Editor’s note: This section should examine whether there is a need to exchange PUCI information, what type of PUCI information needs be exchanged, and how this should be performed. While there may be solution dependent signalling required, it is important to identify which information shall be transferred across networks even if different solutions are deployed in these networks.

10.1
PUCI Information Type and Structure


Editor’s note: This section should examine what type of PUCI information should be exchanged (scoring information, contextual information) and how this should be structured.

10.2
PUCI Information Signalling

Figure 10.2-1 shows a message sequence of PUCI signalling. UE A, in the figure, is the sending or calling party while UE B is the receiving party or callee. UE B is protected against unsolicited communication with the PUCI service. In case UE A and UE B belong to different operators or are roaming, the originating or intermediary operators may already perform PUCI checks before forwarding the session to the terminating operator. The registration steps R1 – R3 are executed at the time of the registration of UE B, the PUCI policies are in the subscriber profile of UE B, in the form of PUP as given in Section 8.2, so that these steps are part of the regular Cx-Put/Cx-Pull operation (Public User Identity, Private User Identity, S-CSCF name) to the HSS and the corresponding Cx-Put Resp/Cx-Pull Resp (user information) to the S-CSCF.  
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Figure 10.2-1: Simple PUCI service invocation (those in red need to be standardized).
R1. The Callee (UE B) side S-CSCF checks what PUCI policies are there for the given Callee (UE B) with the regular Cx-Put/Cx-Pull operation (Public User Identity, Private User Identity, S-CSCF name) to the HSS. This part should be already standardized Diameter message.

R2. The HSS then checks the policies (PUP given in Section 8.2) of the Callee (UE B).
R3. The HSS sends the PUP to the S-CSCF. The message is again a Diameter message so it does not require standardization. Only the data sent in this message is new.

NOTE: R1 – R3 happen only during IMS registration using the normal Cx-Put/Cx-Pull operation (Public User Identity, Private User Identity, S-CSCF name) to the HSS and the corresponding Cx-Put Resp/Cx-Pull Resp (user information) to the S-CSCF. HSS can also send such information to S-CSCF if there is an update. 

0. The PUCI AS is initialized with global operator settings, e.g. black-list that applies to all users for which the operator has legal consent. For this purpose a evolved EIR (eEIR) could be used.

1. The S-CSCF receives a SIP INVITE message from the Caller (UE A). This message may include UC Score if other PUCI tests were already performed in any of the networks through which the message traversed. 

2. Then the S-CSCF checks whether the PUCI Flag is on for the given Callee (UE B).

3. If the PUCI service applies for the Callee (UE B) then the PUCI AS/Function is invoked by the S-CSCF. For this, the S-CSCF sends a SIP INVITE message to the PUCI AS/Function. This message may include UC Score if it was already provided in Step 1.

4. The PUCI AS then checks the operator global setting and provides PUCI filtering based on techniques like those given in Section 3 of [15]. Other techniques could also be possible, e.g. CAPTCHA. These checks result in an updated UC Score. 
5. The new UC Score is sent to the S-CSCF as part of the SIP INVITE message.

6. The S-CSCF then checks the PUP for PUCI Action and decides the action, e.g., if the communication request was UC then decide whether to send it to an answering machine or forwarded elsewhere. In this example the communication request is not a UC and thus the SIP INVITE is sent to the Callee (UE B).

7. The S-CSCF then forwards the SIP INVITE to the Callee (UE B).
END SECOND CHANGE

_1369664954.ppt




UE A

S-CSCF

HSS

PUCI AS / Function

UE B

1. Invite

[UC Score]

R1. Get policies of UE B

R3. Configure routing

[Convey PUP]

3. Invite　 [UC Score]

5. Invite [UC Score]

R2. Load UE B’s PUP　- PUCI Flag, PUCI Threshold, PUCI Action and routing profile

2. Check PUCI Flag and routing information

6. Check UC Score against PUCI Threshold and Action

7. Invite 

4. Based on operator global settings check the Invite and decide UC Score.



Terminating network

0. Initialize: Operator global setting



Done during Register or from HSS if there is a update



Originating and 

intermediary 

networks

 Invite








