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1. Introduction
This document contains information about the TSG SA #52 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #52 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_52/Docs/
The draft SA #50 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_52/Report/
The SA3 status report to SA #52 (SP-110251) is attached. 

2. SA #52 Outcome on SA3 Submissions
All our CRs were approved without modifications. 
At SA3 #63, we agreed to create an umbrella WI for security work in Rel-11, including all current Rel-11 features as Building Blocks. This proposal was endorsed by SA #52. 

Our proposed new work item on “Security enhancements for usage of GBA from the browser” was approved without modifications in SP-110254. The WI is a building block of the umbrella WI.
Our proposed updates to the system-wide SIMTC WID were approved. Our changes were merged with the changes from SA2, and the updated SIMTC WID was approved in SP-110422.
3. SA #52 Outcome on SA3-LI Submissions
All our CRs were approved. Two of them were slightly modified:

· CR 0016 to TS 33.106: the clause numbering change for the Abbreviations clause was reverted
· CR 0187 to TS 33.108: the category was changed from F to C
The updated CRs were approved in SP-110425.
Our proposed new work item on “Lawful Interception in Release 11” was approved. A small change was made: redundant text in white color was removed from the WI proposal. The final approved version can be found in SP-110424.
4. Machine Type Communication 
At SA2 #62, we discussed about the stage 1 MTC USIM requirement “The network operator shall be able to restrict the use of a USIM to specific MEs/MTC Devices”. We sent an LS to SA1, CT6 and SA, suggesting to move this requirement to Rel-11. SA #52 endorsed this proposal. SA1 submitted a corresponding CR, removing the requirement from Rel-10. The CR was agreed in the CR pack in SP-110370.

SA2 still works on corrections for Rel-10 (in the scope of the NIMTC WID). The corrections that SA2 has worked on are listed on slide 15 in the SA2 status report (SP-110318).

As mentioned above, the system-wide SIMTC WID was revised both by SA2 and SA3, and the approved version can be found in SP-110422.

SA1 is progressing on SIMTC stage 1 work. Stage 1 CRs on SIMTC were approved in SP-110374. There was some discussion on a new requirement for the MTC monitoring feature. Based on the discussion, SA1 “were asked to check that the use of 'communication failure' is accurate and correct in 22.368 CR0083R2 (in SP-110374) and bring any necessary corrective CR to TSG SA#53”.

Slide 23 of the SA2 status report (SP-110318) provides information on the progress on SIMTC work. Currently, SA2 can handle half of the SIMTC contributions in the time available for SIMTC work. As SA2 is generally overloaded in Rel-11, it might be that also the SIMTC scope is further reduced in Rel-11. SA2 is expected to provide more input to SA #53 in September. This means that any potential changes in the scope of the SIMTC WID would be known at SA3 #65 in November. 

The SA3 status report to SA3 #52 highlighted that security work in SA3 is dependent on progress on architectural aspects in SA2. This was noted by the SA2 chairman.

The SA3 status report also highlighted that there is ongoing communication with ETSI M2M, especially about GBA aspects. SA #52 noted that if any items are identified where SA3 should communicate with ETSI M2M, SA3 can communicate with ETSI M2M on these items. 

eUICC discussions are continuing. SA1 has sent an LS to GSMA on this topic. The LS can be found in SP-110246. 

5. MDT
SA5 submitted CRs related to MDT to SA #52. The CR related to privacy was approved in the CR pack in SP-110292.
The contribution in SP-110391 raised issues with the fact that MDT in Rel-10 is not supported for roaming users. This causes problems in scenarios where “an operator can build a network (in one market) including e.g. different RATs on different PLMN identities but declare them as “Equivalent” by means of Equivalent PLMN identities.
Based on the discussion at SA #52, and LS was sent out to the relevant groups (including SA3). The LS asks to investigate how the described in SP-110391 scenarios can be supported in MDT. The LS was approved in SP-110433.

6. Home (e)NB
SA5 CRs related to the H(e)NB non-IPsec usage were approved in the CR pack in SP-110288.

SA1 submitted corrections to the admission control for the H(e)NB. The corrections were approved in SP-110368.
7. Workshop with BBF

The dates for the F2F BBF and 3GPP WS were confirmed to be 9-10 November 2011. BBF has also suggested some changes to the agenda. The revised agenda proposed by BBF is found in the LS in SP-110363.

A revised WID on “Support for BroadBand Forum Accesses Interworking” was approved in SP-110423. There was also an update to the Security Aspects section to, which now states (the change highlighted in bold italics below):

“It is assumed that BBF will carry out a study on the requirements for a BBF access to comply with the trusted and untrusted Non-3GPP access model defined in 3GPP TS 33.402.”
8. Network Sharing

SA2 sent a reply LS on network sharing. SA2 has created an Annex in TS 23.251 for documenting all identified interaction issues of RAN sharing with other network capabilities. SA asks other WGs to take this information into account. The LS is found in SP-110247. 

9. Approved WIDs with Security Aspects

SA1 submitted a new WID proposal on “IMS Network-Independent Public User Identities”. The new WID was approved in SP-110381. The security aspects section states: “Security aspects will be included”. Some CRs for this work item were provided already by SA1 in SP-110379.
SA2 submitted a new WID proposal on “SMS submit and delivery without MSISDN in IMS”. The new WID was approved in SP-110352. The security aspects section states that “Current security architecture applies to this work as well.”

SA2 submitted a revised WID proposal on “Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers”. SA2 adds some stage 2 aspects to the WID. The revised WID was approved in SP-110350. The security aspects section remains the same: “Security aspects will be considered”.
10. Changes in 3GPP/IETF Coordination Procedure

The CT chairman proposed updates to the 3GPP/IETF coordination procedure (SP-110398). The proposed updates were endorsed by SA #52. This means that from now on, we should clearly mark on CR covers sheets when we reference new Internet Drafts. In addition, the progress of Internet Drafts will be tracked as part of the 3GPP Work Plan. Let us take a closer look at the new procedures at SA3 #64.

11. Work Prioritization
There was a discussion about prioritizing the architecture work (SA2 work), based on input from the SA2 chairman in SP-110366. Further discussion on this will take place at SA #53.
RAN is also planning some prioritization of the Rel-11 work (see SP-110411). The decisions on the priorities are planned to be made at RAN #53, and reassessment of the situation is planned to take place at RAN #54.  
12. Other Issues of Interest
ETSI TISPAN has completed IPTV work for NGN Release 3. 3GPP was informed about the completed work in the LS found in SP-110242.
There were input contributions to SA #52 on “LTE device-to-device discovery and communication” (SP-110383, SP-110384 and SP-110385). There was discussion on the contributions, but not any decisions to start any studies on this at least yet. The input contributions identify that as part of any such study, security aspects would need to be considered.
The GERAN report in SP-110388 provides the following information on SACCH security:
“SACCH Security Issues (A5/1) (Raised at GERAN#47)

· Legacy MSs

· CRs to TS 44.018 approved

· alternating between different Neighbour cell description formats

· indicates that the countermeasures should apply as soon as CIPHER MODE COMPLETE is received by the network

· New MSs

· Pending further input from SA4 – SMS on FACCH is still being proposed”
Furthermore, slide 27 states the following:
“Usage of L2 UL/DL random bits

· Testing the requirements may represent a challenge to Test Equipment vendors

· TE vendors asked to investigate the implications and propose way forward to provide testing”
