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1. Introduction
To solve the security mechanism for the no-IPsec, there initiated email discussion from 17th Feb to 19th March. This paper proposes some concerns still in our mind based on the email discussion for the no-IPSEC.
2. Discussion
Based on the current status, to help to solve this issue, we have the following suggestions 
1) We should consider how to configure the H(e)NB on no-IPsec in SA5 by HMS.  In order to make the configuration of the no-IPsec or IPsec in the HMS, SA3 should send LS to SA5 for alignment about configuration requirement. And also the SA5 meeting will be held in May, this way, SA5 can do the correction for this. 

2) As for the configuration parameter on IPsec/no-IPsec optional or mandatory, we propose to have the configurability of no-IPsec as mandatory feature, because the following reason, 
· In order to clarify to describe this issue more clearly, we tried to divide this into 3 parts, actually there are 3 aspects on this issue, “ implementation, configuration parameters and use”. 
1. Making IPSec is default is meant to say that implementation on IPsec is mandatory. 
2. Configuration parameter on Ipsec/np-ipsec means to prepare on the ability to provide Ipsec or No-Ipsec. 
3. “use” means Ipsec can be used or not. That is the original agreement in the SA3, Ipsec use is optional. It means we can use Ipsec, but in some other cases, we do not use Ipsec. 
· So under this explanation, then if we adopt the proposal to make the IPSEC/NO-IPSEC configuration optional, then it means we are possible to turn off the ability to provide the no-IPSEC ability, then maybe there is no “NO-IPSEC” ability in the equipments, then how can we make the IPsec not to be used? It is like a switch, if there is no this kind of switch on the 2 sides, how can we transfer to other side? For example, a H(e)NBs which has no such configuration parameter can be fit for in untrusted environment only. When un-trusted environment changes to trusted, such H(e)NBs can’t turn off the IPsec usage and cause efficiency problem. So in summary, optional use does not mean we cannot have this configuration which is prepared for this optional use. 
Once more, we want to kindly emphasize that configuration only means it can be ready for this optional use on IPsec. It can help the requirement which does not use IPsec. 
And also given the reason above, we think we cannot make the configuration out of scope. 

3) Only after there is configuration in the equipment, we can discuss what the authentication scheme it is. So it is better not to confuse the configuration and the final authentication scheme together. They are 2 things. 
4) As for the authentication scheme for the no-IPsec, except some of the proposals in the email discussion which also include making the authentication scheme out of scope of the TS, we still feel it is better to find a common agreed solution which can help operator to deploy in time. Then currently there are IKEv2 or PANA, and then if we can choose one solution now, there will be very helpful as dealing with this cause out of scope means no enough guidance for the operator. For example, vote a solution from the two solutions, PANA vs IKEv2 in RFC 6023. 

And also last, we want to clarify again that actually we think there is widely implementation on the IKEv2 and IPSEC. As for us, if there is scenario which does not need the IPsec, then just disable the Ipsec functionality in the HeNB without any intention to bring too many changes to the products. 
3. Proposal
It is kindly requested SA3 to consider the suggestions and concerns above.
