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Abstract of the contribution:

This contribution proposes the skeleton of PWS living document. 
1 Introduction
SA3 has agreed a WID of PWS in SA3#62 meeting. However, it remains an open issue for it. It said in the WID that “It is for further study whether a new 33 series TS is needed or whether the solution can be integrated into existing TSs.”  To decide it beforehand, we can start a living document to include all the inputs and then to evaluate the work and to decide where to put it. 

2  Proposal

We kindly ask SA3 to agree the following skeleton of the living document.

**************************************************************************************************************************
Security aspects of Public Warning System
1. Security Requirements of PWS

Editor’s Note: This section aims to add the updated security requirements of PWS, including roaming case.

2. Security Architecture of PWS

Editor’s Note: This section aims to give an overall description of security aspects of PWS.
3. Security Features of PWS

Editor’s Note: This section aims to give which security features should be done for PWS. 
4. Security Solutions of PWS

Editor’s Note: This section aims to meet all the requirements and solve all the open issues of PWS. 
5. Conclusion

Editor’s Note: This section aims to give a conclusion of the solution of PWS.
