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1
Introduction
This contribution proposes additional text requiring for the Scope of the recently started Study on “Security aspects of integration of Single Sign-On (SSO) frameworks with 3GPP operator-controlled resources and mechanisms”, in order to better align with the scope of the SA 1 study of SA 1 TR 22.895. 
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1
Introduction
This contribution proposes text for the Scope of the recently started Study on “Security aspects of integration of Single Sign-On (SSO) frameworks with 3GPP operator-controlled resources and mechanisms”. 
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1
Scope

The present study investigates the security aspects of the use cases and service requirements currently being identified by SA1 in their study (TR 22.895) on the integration of SSO frameworks with 3GPP networks for various operator authentication configurations (e.g. configurations using GBA or not using GBA).
The present study covers the investigation of the security aspects of the outcome of the items identified in the scope of SA1 TR 22.895. 
In particular, this study evaluates existing interworking solutions between SSO frameworks and 3GPP authentication mechanisms against the findings of the SA1 study. The study is not limited to evaluation of existing interworking solutions and new interworking solutions may be developed as appropriate. In order to take into account the proposed requirements in TR 22.895, this study includes evaluation of solutions against the criteria of efficiency in, e.g., use of network authentication resources and delivery and usage of UE based user credentials.
The study covers the security requirements to enable the operator to become the preferred SSO Identity Provider by allowing the usage of credentials on the UE, for SSO services, as well as ways for the 3GPP operator to leverage its trust framework and its reliable and robust secure credential handling infra-structure to provide SSO service based on operator-controlled credentials (including credentials stored in the UICC, and also credentials for UICCless environments). 
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