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1. Introduction

SA3 has agreed at the last meeting SA3#61 to start a study for “security study on IMS Based Peer-to-Peer Content Distribution Services”. S3-101449 which proposed a living document skeleton for IMS P2P security has been approved in the last SA3 meeting. So it has proposed some security threats to include into the living document.

*********************************start of change **********************************
3
Security threats
Editor’s note: This clause is intended to analyze relevant security threats caused by IMS P2P system compared to IMS system.
3.X Incorrect Content Sharing Reporting
The users that share the content and provide resources to the P2P Technology to help the operators may in return get some form of benefit. This benefit is most likely be bound to the actual resource consumption of that user. A malicious user may want to report more then his due and report more consumed resources then he actually shared.
4
Security Requirements
Editor's note:
This clause is intended to provide appropriate security requirements to eliminate or reduce the threats listed in above clase. 
4.X Security requirement for Incorrect Content Sharing Reporting

· The sending user should not be able to modify or replace the content and announcing it as legitimate content. The content integrity and authenticity needs to be preserved.

· The resource sharing reports need to be protected from modification. 
5
Security Solutions
Editor’s Note: This clause is intended to describe solutions which fulfil the security requirements listed. 
6 Conclusions

Editor's Note:
This section is intended to list conclusions that have been agreed during the course of the work item activities.

*********************************end of change **********************************
