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1. Introduction
This document contains information about the TSG SA #50 outcome on SA3 submissions, and information on SA discussions and issues relevant for SA3 work.

The SA #50 documents can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_50/Docs/
The draft SA #50 meeting report can be found from:

http://www.3gpp.org/ftp/tsg_sa/TSG_SA/TSGS_50/Report/
The SA3 status report to SA #50 (SP-100711) is attached. 

2. SA #50 Outcome on SA3 Submissions

All our CRs were approved, some with modifications. The modifications were mostly of editorial nature.
The following updates were made:

· S3-101022 Emergency call corrections (in SP-100720): the cover sheet was corrected to clarify clauses affected, and unmodified clauses were removed from the CR. The updated CR was approved in SP-100850.
· S3-101124 H(e)NB CSG list management (CR 0047 in SP-100718): the cover sheet was corrected to clarify clauses affected. The updated CR was approved in SP-100854.
· S3-101418 Enhanced Security support for DS-MIPv6 (in SP-100722): the cover sheet was corrected to clarify clauses affected, and unmodified clauses were removed from the CR. The updated CR was approved in SP-100867.

· S3-101130 Clarification for EIA0 selection during IRAT handover to EUTRAN (CR 429 in SP-100721): the CR was updated to make the proposed changes to the correct version of the TS. The updated CR was approved in SP-100852.
· S3-101424 Correction of IKEv2 references and IKE usage (CR 0034 in SP-100725): the cover sheet was corrected to clarify clauses affected. The notes in 5.3.0 and 5.4.0 were corrected to make it clear to which clauses these notes apply. The updated CR was approved in SP-100883. 
Our proposed relay node security WID was approved without modifications in SP-100733. Our “Feasibility Study on LTE Relay Node Security”, which we submitted to SA #50 for information, was noted (SP-100735).
Our proposed WID on “Study on Security aspects of Integration of Single Sign-On (SSO) frameworks with 3GPP networks” was approved without modifications in SP-100734.
Our “Study on the Introduction of Key Hierarchy in UTRAN”, which we submitted to SA #50 for information, was noted (SP-100736).
3. SA #50 Outcome on SA3-LI Submissions

All our CRs were approved, some with modifications. The modifications were mostly of editorial nature.

The following updates were made:

· SP-100727 Release 8 CRs on Lawful Interception (LI8): the cover sheets were corrected to clarify clauses affected, and unmodified clauses were removed from the CRs. The cover sheet of CR 162 to TS 33.108 was corrected to indicate the correct release. The updated CRs were approved in SP-100845.
· SP-100729 Release 10 CRs on Lawful Interception (LI10): the covers sheets for CRs 098 and 103 to TS 33.107 were corrected to clarify clauses affected. The updated CRs were approved in SP-100865.
4. Relay Node Security
SA #50 granted us an exception to continue working on relay node security within Rel-10 time frame at the SA3 #62 meeting in January 2011. If the stage 2 work on relay node security cannot be completed at SA3 #62, it is unlikely that the relay node feature could be kept in Rel-10. SA3 was asked to inform relevant CT and RAN groups about the outcome on the SA3 #62 work on relay node security. SA #50 communicated this information to us and the other relevant groups in the LS in SP-100874.  
This implies that to meet Rel-10 deadlines, normative stage 2 work on relay node security would need to be completed at SA3 #62. In order to have a chance to complete the stage 2 work, CRs to TS 33.401 would need to be submitted to SA3 #62, and would need to be agreed at SA3 #62. 
Our proposed relay node security WID was approved without modifications in SP-100733, as mentioned above. 

Our “Feasibility Study on LTE Relay Node Security”, which we submitted to SA #50 for information, was noted (SP-110735). The number 33.816 was allocated for the TR.
5. Machine Type Communication 
SA2 submitted an update the NIMTC WID. This was a clean up of the WID, since SA2 was not able to finish all of the MTC work planned for Rel-10. Consequently, SA2 also submitted a related update to the SIMTC WID, to include objectives that were not fulfilled in Rel-10 time frame. The updated NIMTC WID was approved in SP-100863 and the updated SIMTC WID was approved in SP-100877.

SA2 reported that work on SIMTC (Rel-11) has not started yet, since SA2 has worked on corrections for NIMTC (Rel-10). SA2 also reported that “size of the feature implied by the spectrum of the ongoing SA1 work is much larger than what can be completed downstream in SA2”.
Based on this, SA #50 had a discussion about how to organize the work on SIMTC as it seems that the current scope is quite ambitious.  SA agreed that SA1 and SA2 should work together to prioritize SIMTC work. One possibility is to divide the work into packages. This might make it possible to finish some of the packages earlier, and make it potentially possible for stage 3 groups to start up stage 3 work earlier. SA1 and SA2 will work on re-organizing the SIMTC work until SA #51. SA #51 will review the potential packages, and potential prioritization will take place.
6. TRs/TSs and Approved WIDs with Security Aspects

SA1 submitted an updated WID proposal on “Advanced IP Interconnection of Services”. The WID update was approved in SP-100876. The security aspects section states “To be determined (see TR)”.
SA1 submitted a new WID proposal on “Non Voice Emergency Services”. The WID was approved in SP-100884. The security aspects section states: “Included in NOVES device requirements”. The corresponding SA1 TR, TR 22.871 Study on Non-Voice Emergency Services, was approved in SP-100813.
SA1 submitted a new WID proposal on “Interworking between Mobile Operators using the Evolved Packet System and Data Application Providers”. The WID was approved in SP-100891. The security aspects section states that “Security aspects will be considered”.
SA1 submitted a new study WID on “Study on Continuity of Data Sessions to Local Networks”. The new study WID was approved in SP-100885. The security aspects section states that “Security aspects will be addressed”.
SA2 submitted a new WID proposal on “System Enhancements for Energy Efficiency (SEEE)”. The new WID was approved in SP-100888. The security aspects section states that “Security aspects are to be considered when affected by improvement proposals”.
SA2 submitted a new WID proposal on “LIPA Mobility and SIPTO at the Local Network (LIMONET)”. The new WID was approved in SP-100705. The security aspects section states:
· “Lawful Interception architecture is to be considered for the SIPTO functionalities listed in the Objective section of the WID”

· “Security aspects are also to be considered for the functionalities listed in the Objective section of the WID”

SA2 submitted a new WID proposal on “VPLMN Autonomous CSG Roaming”. The new WID was approved in SP-100706. The security aspects section states that “Security aspects are also to be considered for the functionalities listed in the Objective section of the WID”.
SA2 submitted an updated WID proposal on “Support for BBF Accesses Interworking”. The updated WID was approved in SP-100881. The security aspects section states that “It is assumed that BBF will carry out a study on the requirements for a BBF access to comply with the trusted 3GPP access model defined in 3GPP TS 33.402”.

7. SACCH Security

The following information was provided on SACCH security in the GERAN status report in SP-100792 (slide 18):

“SACCH Security Issues (Raised at GERAN#47)

Proposals made for legacy terminals and new terminals,

Some initial feedback from SA3 received

MS vendors requested further time to evaluate proposals

Plan to finalise work at GERAN#49”
8. Hosting Party Module for Home (e)NB
The CT report (SP-100822) contains the following about the hosting party module:

“Hosting Party Module for H(e)NB

· CT6 have already analysed the UICC requirements and concluded that HPM parameters should be kept outside of USIM application

· CT6 is willing to work on the UICC part but are asking whether RAN is doing the corresponding protocol procedures for H(E)NB authentication?

· High level stage 1 requirement is found in Rel-10 (22.220), but TSG SA assistance is requested on planning of this work, including the decision whether this work can be part of Rel-10?”
This was discussed at SA #50 and I informed that TS 33.320 contains stage 2 aspects of hosting party authentication. The RAN Chairman stated that he did not think that this was handled at the RAN plenary. It was concluded that off-line investigation is needed, and the following action point was given:

AP 50/3:
RAN WG3 and SA WG3 are asked to consider the Hosting Party Module for H(e)NB and provide any relevant information to CT WG6.

9. Status of Releases 10 and 11
Rel-10 stage 3 is still planned to be frozen in March 2011. 
Due to the Rel-10 freeze, MCC proposes to upgrade all TSs and all xx.9xx TRs that do not already have Rel-10 instances.  If we do not want MCC to create a Rel-10 version for some TS or TR, we should report that to SA #51.
The Rel-11 freezing dates were not discussed at SA #50, consequently the freezing dates agreed at SA #49 hold:

-
the Stage 1 freezing target is September 2011

-
the Stage 2 freezing target is March 2012

-
the Stage 3 freezing target is September 2012

In addition, the same exception practice as for Rel-10 is applied for Rel-11. It means that “Approved Stage 2 exceptions in 03/12 will automatically lead to a 3 month slip of the Stage 3 freezing date”.

The tentative agreements on the Rel-11 schedule are documented in SP-100654.

10. SA Guidance to Working Groups
SA provided the following guidance on the use of the TEI WI code:

“TEI (Technical Enhancements and Improvements) is a work code that is used for small system changes that do not require the creation of a work item for coordination.  The WGs were advised that when deciding if a change was sufficiently “small” for TEI, that they should take into consideration not only the changes within their WG, but also any downstream changes that would be required to implement the change.  If a small change in a stage 1 or 2 specification will likely lead to a large change in subsequent stages, then TEI should not be used.”
SA #50 provided additional guidance on CR drafting. The cover sheet should list all of the sub-clauses affected, even if every sub-clause in a clause would be modified. 
CRs should also include only clauses that are modified. When modifying a clause, the complete clause should be included in the CR.
