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Abstract of the contribution:
This contribution summarizes the discussion concerning adding new algorithms to LTE and IRAT HO.
SA3 discussed documents S3-110087, S3-110111 and S3-110181. SA3 decided to select option 3, as it is illustrated in S3-110087.

Regarding option 1, it was decided that it can be left as a proprietary implementation option if SGSNs of Rel-7 or earlier shall be upgraded to support the LTE security capabilities. The upgrade can be done at a rate that seems fit.

SA3 further believes there are no security holes when not implementing option ,1 as long as at least one of the two sets of EPS cryptographic algorithms defined for Rel-8 can be considered secure. The latter is the case now and expected to be the case for the foreseeable future. At an appropriate point in time, SA3 may consider suggesting to GSMA recommending to implement option 1.
