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1. Introduction

SA3 has agreed at the last meeting SA3#61 to start a study for “security study on IMS Based Peer-to-Peer Content Distribution Services”. S3-101449 which proposed a living document skeleton for IMS P2P security has been approved in the last SA3 meeting. So it has proposed some security threats to include into the living document.

*********************************start of change **********************************
3
Security threats
Editor’s note: This clause is intended to analyze relevant security threats caused by IMS P2P system compared to IMS system.
3.X Content Tampering and Replacement (Trojan Horse)
A legitimate subscriber inserts into the content a malicious piece of software or replaces the content completely with something else and shares that with others under the initial content name. 
4
Security Requirements
Editor's note:
This clause is intended to provide appropriate security requirements to eliminate or reduce the threats listed in above clase. 
4.X Security requirement for Content Tampering and Replacement (Trojan Horse)
· The network or the receiver should have the ability to validate whether or not the content that the legitimate subscriber announces to share includes malicious piece. 
*********************************end of change **********************************
