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Abstract of the contribution: This contribution proposes to describe the time when AKA procedure is performed. 
1
Discussion
In section 5.2.3.1.2
 of TR 33.859, the time when AKA procedure is performed is not clearly described, e.g. when a ME+ mobility from one SGSN+ to another SGSN+, the enhanced security context is available on ME+ and SGSN+. So it is not necessary to created an enhanced security context by running a AKA and this scenario shoud be clarified.
2
Proposal
It is suggested to add a note to clarify that if the enhanced security context exist between the ME+ and SGSN+ after ME+ moved from one SGSN+ to another SGSN+, a new AKA run is not necessary. 
It is proposed that SA3 agree the pCR below for inclusion in the UTRAN KH TR. 

3
pCR
***************BEFGIN OF FIRST CHANGE ************
5.2.3.1.2
AKA
Before running an AKA, an SGSN+ will be aware of whether the UE supports the enhanced security context or not. This is because the ME+ will have signalled its support in the initial layer 3 message (see clause 5.2.3.1.3.1). If  both SGSN and UE support the enhanced security context when the SGSN sends the Authentication and Ciphering Request message carrying the AKA challenge it shall include an indication to the UE that the UE shall create an enhanced security context from this AKA run.

As a result of this message both the UE and SGSN shall create an enhanced security context and set COUNT = 1. In addition they shall both calculate CKS and IKS using the new KASMEU and COUNT = 0 for any subsequent security mode procedure or inter-RAT handovers. The SGSN shall delete any previously stored security context. The UE shall delete any previously stored security context once that context is no longer in use to protect traffic.
 NOTE: In case when UE and SGSN+ both support the enhanced security context and the enhanced security context is available as a result of UE+ mobility from one SGSN+ to another SGSN+, a new AKA run is not necessary.

***************END OF FIRST CHANGE ************
