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This contribution updates the use case description of SRVCC.
1
Introduction
Single Radio Voice Call Continuity (SRVCC) is an important use case for extended IMS media plane security, which refers to the voice call continuity between IMS over PS access and CS access for calls that are anchored in IMS when the UE is capable of transmitting/receiving on only one of those access networks at a given time. In TS 23.216 v9.4.0 architectures for interworking of CS voice telephony calls with IMS controlled multimedia-sessions and for continuity of voice telephony services between CS and PS radio accesses are specified. 
A brief description of SRVCC procedure is given as follows:
Based on the radio measurements report, MME/SGSN receives the handover request from E-UTRAN/UTRAN with the indication that this is for SRVCC handling and then triggers the SRVCC procedure with the MSC Server enhanced with SRVCC. Then enhanced MSC then initiates the session transfer procedure to IMS and coordinates it with the CS handover procedure to the target cell, sends PS-CS handover response to access network, after receiving signalling includes CS handover command information, the UE switches to access to the UTRAN/GERAN.
If an IMS UE initiates a safe communication based on IMS media plane security, during the protected communication SRVCC is triggered, in the SRVCC procedure the initiator performs handover to CS, the media still needs to be protected, and the security should not be degraded after the handover. However, in this scenario, the media protection may only be terminated at the CS-MGW.
This contribution introduces different secure SRVCC scenarios according to the protection mechanism used by the original safe communication, i.e. media plane security using SDES or KMS.
2
Proposal

It is proposed that the following change is approved in the TR on Extended IMS media plane security features.

***** Start of first change *****
6

SRVCC
6.2
Use case description
If a UE requires protected communication, after the SRVCC procedure, the media still needs to be protected, and the security should not be degraded after the handover. However, in this scenario, true end-to-end security requirement may not be always satisfied. For example, if a session is handed over to CS, the media protection may only be terminated at the CS-MGW.
There are two scenarios based on the security mechanism used for the secure IMS communication before SRVCC:

Scenario 1: Original IMS secure communication using SDES
Scenario 2: Original IMS secure communication using KMS

To still satisfy the security requirement after the SRVCC procedure, the security should be re-established between GW in the handover side and the IMS UE in the terminating side. Inside CS domain, the voice will be transmitted over TDM, which is considered safe.
***** End of changes *****
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