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Abstract of the contribution:

This contribution clarifies the access control requirement for the MTC communication.

1 Introduction

The SA2 had discussed the mechanism for overload and congestion control. The network shall reject the establishment of the connection of the UE when the network is overloaded or the network detected APN is congested . So the condition  the network  perform access control shall include the case that the network is overloaded or the requested APN is congested. 

2 Proposal

It is kindly proposed SA3 to agree the following PCR to include the key issue and potential solutions into TR33.868. 

************************************Begin of First change*****************************************

4 General Security Requirements

Editor's note:
The intent of this section is to provide general security requirements regarding the security architecture but regardless of different key issues.

Network should be able to perform access control for MTC device accessing network, e.g, based on MTC device feature and/or subscription type or when the network is overloaded or the APN requested by the UE is congested .
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