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1. Overall Description:

CT4 would like to thank SA3 for their response given in S3-101127/C4-102669 about security and authentication in UDC.
CT4 understand that the information which needs to be stored in the UDR and retrieved from the HSS-FE via the Ud interface is independent from the detailed solutions under discussion in SA3 and consist of an "Encryption-Key-Identifier" (for xx different keys) and an "Algorithm-Identifier" (for yy different algorithms).
CT4's current assumption is that a single attribute of type Integer (0..65535) is sufficient for the required information. 
The semantics of integer values will be specified by CT4 as soon as SA3 have finally concluded on the detailed solution. These semantics will ensure that both the encryption key and the encryption algorithm can be suitably identified by these integer values so that the SA3 intention expressed in their LS will be met.
CT4 would also like to clarify that CT4 have not yet decided whether the HTTP digest password needs to be stored in (and retrieved from) the UDR as it may be sufficient to store/retrieve only the H(A1) in/from the UDR (CT4 apologises for the inaccurate response to question 2 in C4-101588). 
2. Actions:

To SA3 group.

ACTION: 
CT4 would like to ask SA3 to take the above information into account and to inform CT4 as soon as SA3 have concluded on the detailed solution.
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